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Практическая работа 1

Работа с информационными ресурсами 


 Цель работы: научиться пользоваться образовательными информационными ресурсами, искать нужную информацию с их помощью; овладеть методами работы с программным обеспечением.
1. Запустите браузер. В строке поиска введите фразу «каталог образовательных ресурсов». Перечислите, какие разделы включают в себя образовательные ресурсы сети Интернет. Охарактеризуйте. 

	№ п/п
	Название/адрес
	Характеристика

	1
	
	

	2
	
	

	3
	
	

	4
	
	

	5
	
	

	6
	
	

	7
	
	

	8


	
	


2. С помощью системы поиска найдите ответы на следующие вопросы: 

	1) укажите время утверждения григорианского календаря 
	

	2) каков диаметр пылинки
	

	3) укажите смертельный уровень звука 
	

	4) какова температура кипения железа
	

	5) какова температура плавления йода 
	

	6) укажите скорость обращения Земли вокруг Солнца 
	

	7) какова масса Земли 
	

	8) какая гора в Австралии является самой высокой 
	

	9) дайте характеристику народа кампа 
	

	10) укажите годы правления Ивана III 
	

	11) укажите годы правления Екатерины II 
	

	12) укажите годы правления Ивана IV 
	

	13) укажите годы правления Хрущева Н.С. 
	

	14) в каком году был изобретен первый деревянный велосипед 
	


3. Найти в Интернет закон РФ «Об информации, информатизации и защите информации» и выделить определения понятий:

	Информация 
	

	Информационные технологии
	

	Информационно-телекоммуникационная сеть
	

	Доступ к информации
	

	Конфиденциальность информации
	

	Электронное сообщение
	

	Документированная документация
	


4.      Изучив      источник «Пользовательское соглашение сервисов Яндекса» ответьте на следующие вопросы:

Вопрос
Ответ
	1.     По какому адресу находится страница с пользовательским соглашением Яндекс?
	

	2.     В каких случаях Яндекс имеет право отказать пользователю в использовании своих служб?
	

	3.     Каким образом Яндекс следит за операциями пользователей?
	

	4.     Что подразумевается под термином «контент» в ПС?
	

	5.     Какого максимального объема могут быть файлы и архивы, размещаемые пользователями при использовании службы бесплатного хостинга?
	

	6.     Ваш почтовый ящик на Почте
Яндекса будет удален, если Вы не пользовались им более
	

	7.   Что в ПС сказано о запрете публикации материалов, связанных с: 
- нарушением авторских прав и дискриминацией людей;

- рассылкой спама;

- обращением с животными;

- размещением и пропагандой порнографии.
	


5. Заполните таблицу:

Понятие
Значение понятия
	1.     Программное обеспечение (ПО) – это
	

	2.     Утилитарные программы предназначены для
	

	3.     Программные продукты (ПП) предназначены для
	

	4.     Классы программных продуктов:
	

	5.     Системное программное

обеспечение включает в себя
	

	6.     Операционная система предназначена для
	

	7.     Функции ОС:
	

	8.     Пакеты прикладных программ (ППП) –это
	

	9.     К пакетам прикладных программ относят:
	


6. Ответьте на вопросы: 

1. Что Вы понимаете под информационными ресурсами?

	

	

	

	


2. Перечислите параметры для классификации информационных ресурсов. 

	

	

	

	

	


3. Что понимают под образовательными информационными ресурсами? 

	

	

	

	

	


4. Что можно отнести к образовательным электронным ресурсам? 

	

	

	

	


Вывод: _________________________________________________________________________________

_________________________________________________________________________________

_________________________________________________________________________________
Практическая работа 8
Создание базы данных по результатам опроса


 Цель работы: научиться создавать по данным проведенного опроса базу данных; закрепить знания по созданию таблиц в базе данных, запросов, разработке форм, созданию отчётов.
1. Средствами СУБД MS ACCESS создайте файл базы данных (имя файла – ваша фамилия), создайте таблицы (таблицы необходимо создать по результатам опроса), заполните её данными, просмотрите и откорректируйте созданную таблицу.

Уважаемый респондент!

Мы проводим исследование, конечной целью которого является выявление общей удовлетворенности Вас нашими услугами. Хотелось бы узнать Вашу точку зрения по некоторым вопросам в рамках проводимого нами исследования, так как нам очень важно знать, что Вы думаете о работе провайдера «Уфанет». Это займет не более 5 минут.

1.
Ваш пол:

а) мужской; (24)
б) женский. (16)
2. Ваш возраст:

а) моложе 18; (3)
б) 18-24; (20)
в) 25-34; (5)
г) 35-44; (7)
д) 45-60; (4)
е) старше 60.(1)
3. Ваш род занятий:

а) школьник; (3)
б) студент; (23)
в) рабочий/служащий; (7)
г) пенсионер; (4)
д) безработный; (3)
4. Состоите ли вы в браке?

а) да; (23)
б) нет. (17)
5. Довольны ли Вы услугами провайдера «Уфанет» в целом?

а) очень доволен; (9)
б) доволен; (10)
в) нейтрелен; (16)
г) недоволен; (5)
д) очень недоволен.

6. Как часто Вы пользуетесь услугами «Уфанет»?

а) ежедневно; (37)
б) несколько раз в неделю; (2)
в) несколько раз в месяц; (1)
7. Как давно Вы пользуетесь услугами компании «Уфанет»?

а) меньше месяца;

б) от 1 до 6 месяцев; (1)
в) от 6 месяцев до 1 года; (5)
г) от 1 до 3 лет; (10)
д) свыше 3 лет. (24)
8. Как бы Вы оценили услуги компании «Уфанет» в сравнении с аналогичными предложениями на рынке?

а) гораздо лучше; (20)
б) в чем-то лучше; (12)
в) примерно то же самое; (3)
г) хуже; (4)
д) гораздо хуже; (1)
9. Будете ли Вы и дальше пользоваться услугами компании «Уфанет»?

а) да; (32)
б) возможно; (8)
в) вряд ли; (1)
г) нет.

10. Возникают ли у Вас проблемы/трудности при использовании услуг компании «Уфанет»?

а) довольно часто; (5) 
б) изредка; (7)
в) нет; (28)
г) не помню.

11. Посоветовали бы Вы услуги компании своим друзьям и знакомым?

а) да; (37)
б) возможно; (2)
в) вряд ли; (1)
г) нет.

Благодарим за участие в опросе!
2. На основе созданной таблицы создайте запрос, разработайте форму и сформируйте отчет.
3. Ответьте на вопросы:
	Вопросы
	Ответы

	1. Что такое ключевое поле? 
	

	2. Как создать связь между таблицами в MS Access? 
	

	3. Перечислите основные объекты MS Access? 
	

	4. Для чего используются запросы? 
	

	5. Для чего используются формы? 
	

	6. Для чего используют отчеты?
	


Вывод: _________________________________________________________________________________

_________________________________________________________________________________

Практическая работа 9
Создание презентации по результатам маркетингового исследования 
 Цель работы: закрепить знания по созданию мультимедийных презентаций с помощью программы MS PowerPoint.
1. Создайте презентацию средствами Microsoft PowerPoint. Выберите любой понравившийся шаблон. Заполните титульный слайд , введите текст заголовка, автор работы. Введите текс на слайды, добавьте картинки, фотографии по теме, из Интернета
2. Ответьте на вопросы:
	Вопросы
	Ответы

	1. Для чего предназначена программа MS Power Point?
	

	2. Из каких действий состоит процесс создания презентаций?
	

	3. Как добавить в презентацию новый слайд?
	

	4. Что такое шаблон (макет)?


	

	5. Как поменять порядок следования слайдов?


	


Вывод: _________________________________________________________________________________

_________________________________________________________________________________

Практическая работа 10
Составление рекламного сообщения от имени фирмы, 
с использованием подписи и присоединения файлов
 Цель работы: научиться создавать фирменный бланк компании и составлять рекламное сообщение от имени фирмы. 
Фирменный бланк представляет собой лист бумаги, как правило, формата А4 (210х297мм), на котором напечатаны реквизиты компании, включающие: 
[image: image1.jpg]


1. наименование компании,

2. логотип (при наличии),

3. контактная информация (адрес, телефон, e-mail, сайт (при наличии),

4. банковские реквизиты (по желанию).

Фирменый бланк – один из видов полиграфической продукции, чаще всего, формата А4, содержащий в себе постоянное, неизменное текстовое содержимое, а также место отведённое для внесения информации.

Следственно, фирменный бланк в качестве блоков может включает в себя:

· Логотип (при его наличии);

· Название организации;

· Контакты: адрес, телефон/факс, адрес электронной почты и сайта (при наличии);

· ИНН/КПП, платёжные реквизиты (опционально).

Фирменный бланк организации, наравне с визитными карточками сотрудников, является инструментом, который необходим компании с самого начала её основания. Ведь на бланках оформляются исходящие деловые письма, внутренняя документация, отчёты и договора.

И, порой, именно при взгляде на фирменный бланк формируется первое представление о компании. В связи с этим необходимо особое внимание уделить дизайну этого небольшого, но очень важного инструмента.

Дизайн фирменного бланка организации

В первую очередь, дизайн фирменного бланка должен отвечать требованиям фирменного стиля, а также брендбука компании. Но, вне зависимости от того, разработаны ли у компании данные инструменты, составить бланк организации не составит большого труда. Ведь бланк – это инструмент для деловой документации, что обязывает быть бланк строгим, без наличия на нём каких-либо декоративных элементов.

При дизайне бланка, тем более, своими силами, не стоит забывать, что он в какой-то мере является имиджевым инструментом, и он должен быть оформлен согласно правилам типографики и требованиям элементарного стиля. В частности, категорически следует избегать разнообразия шрифтов и их видоизменению (подчеркивание, курсив и пр.)

При дизайне фирменного бланка организации очень важно помнить о том, что бланк активно будет применяться в жизни, следовательно:

На бланке не должно быть фоновых изображений ввиду того, что бланк может отправляться по факсу;

На бланке должен использоваться хорошо читаемый шрифт во избежание потери читабельности при пересылке факсом;

Должен соблюдаться отступ от левого края вследствие того, что бланк может быть подшит в скоросшиватель;

Всю неизменяемую информацию (реквизиты, контактную информацию) лучше поместить в колонтитулы во избежание непреднамеренного их изменения;

На бланках ставят подписи и печати, следовательно, бумага не должна быть глянцевой или мелованной во избежание плохого впитывания чернил.

1. Создайте в текстовом процессоре фирменный бланк организации, предоставляющие услуги связи.
2. Составьте рекламное сообщение от имени фирмы на фирменном бланке организации.

3. Ответьте на вопросы:

	Вопросы
	Ответы

	1. Что такое фирменный бланк организации?
	

	2. Перечислите обязательные блоки фирменный бланка.
	

	3. Что такое колонтитулы?
	

	4. Какой тип бумаги лучше всего использовать при печати фирменного бланка?

	

	5. Каким должен быть дизайн фирменного бланка?
	


Вывод: _________________________________________________________________________________

_________________________________________________________________________________

Практическая работа 11
Создание статичного и анимированного рекламного баннера услуги связи
 Цель работы: закрепить знания по созданию статичного баннера; научиться создавать анимированный рекламный баннер.
1. Создайте статичный баннер одного из оператора мобильной связи. Выберите в качестве vip-лица своего одногруппника. 

Пример: 

[image: image2.jpg]7

=





2. Создайте анимированный баннер в программе Macromedia Flash.

3. Ответьте на вопросы:

	Вопросы
	Ответы

	1. Дайте определение понятию баннер. Какие виды баннера бывают?
	

	2. Перечислите функции баннерной рекламы
	

	3. Что такое баннерная сеть? Как баннерные сети вы знаете?
	


Вывод: _________________________________________________________________________________

_________________________________________________________________________________
Практическая работа 12-13
Создание web-проекта с целью продвижения услуг связи. Публикация web-проекта
 Цель работы: закрепить знания по созданию web-страниц.
1. Создайте web-проект посвященный продвижению услуг связи

Разметку страниц сделайте с помощью таблиц:




При создании сайта учитывайте следующие пожелания:

1) Используйте теги заголовков (H1..H6) и абзацев (P).

2) Маленькие рисунки должны быть ссылками на большие рисунки.

3) Все имена файлов должны писаться латинскими буквами и/или цифрами.

4) Сделайте ссылку на почтовый ящик 
5) Поместите баннер на сайт в правую ячейку таблицы. 

2. Опубликуйте в сети Интернет свой проект на бесплатном хостинге

3. Поясните термины по теме «Интернет»:

Интернет - __________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________
Провайдер - __________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________
Сервер - __________________________________________________________________________________________________________________________________________________________

Локальная сеть - __________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________
4. Ответьте на вопросы:

	Вопросы
	Ответы

	1. Что такое хостинг?
	

	2. Виды хостинга
	


5. Запишите код вашей страницы

Вывод: _________________________________________________________________________________

_________________________________________________________________________________
Практическая работа 14
Работа в сети баннерного обмена
 Цель работы: закрепить знания по работе в сети баннерного обюмена, изучить основные приемы работы с баннерными сетями.
1. Выберите популярную баннерную сеть и ответьте на вопросы:

Наименование: ________________________________________________________
Адрес сайта:  __________________________________________________________

а) какие баннеры размещает данная баннерная сеть (форматы):
__________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________

__________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________

б) стоимость:

__________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________

__________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________

в) ограничения баннерной сети:

__________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________

__________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________

г) дополнительные возможности:
__________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________

__________________________________________________________________________________________________________________________________________________________

_____________________________________________________________________________

2. Ответьте на вопросы:

	Вопросы
	Ответы

	1. Что такое таргетинг?
	

	2. Что такое CTR баннера?
	

	3. Перспективность использования баннеров

	

	4. Что такое баннерообменная сеть?
	

	5. Виды интернет-рекламы


	

	6. Виды продвижения в сети Интернете
	


Вывод: _________________________________________________________________________________

_________________________________________________________________________________
Практическая работа 15
Создание публикации в издательской системе Microsoft Office Publisher
 Цель работы: закрепить знания по созданию публикаций.
1. Используя ресурсы Интернет, проведите поисковую работу с целью сбора информации для выпуска газеты на тему «Компьютерная безопасность». Газета должна отражать такие проблемы как: организация безопасной работы с компьютерной техникой, компьютер и зрение, автоматизированное рабочее место, рациональная организация рабочего места и т.д.
Оформление первой полосы газеты:

· Название газеты.

· Логотип. 

· Заголовок. 

· Афоризм газеты.

· Содержание выпуска.

· Главная колонка.

· Графика (по содержанию, по контексту)

· Украшения.

2. Ответьте на вопросы:

	Вопросы
	Ответы

	1. Какое расширение имеют файлы, созданные в MS Publisher?
	

	2.  Как создать текстовую рамку?
	

	3. Сколько наборов личных данных предусмотрено в MS Publisher?
	

	4. Как создать рамку для фотографии
	

	5. Как изменить фотографию
	


Вывод: _________________________________________________________________________________

_________________________________________________________________________________
Практическая работа № 1
«Измерение и анализ технических параметров передачи цифровых потоков, используемых в процессе технической эксплуатации или настройки сетей»
Цель работы:  Изучить измерение и анализ технических параметров передачи цифровых потоков, используемых в процессе технической эксплуатации или настройки сетей
Экономичный мониторинг объектов по Ethernet 

Мониторинг, управление, безопасность, учёт энергоресурсов 

 

   [image: image3.jpg]By

FiR) sl

Yeu-axa-232
Ve coma
i
<




  

УСИ-4х4
мониторинг объектов с
широким функционалом 
Устройство сбора информации УСИ-4х4 м.2 входит в состав аппаратно-программного комплекса «ЦЕНСОР» как объектовое устройство мониторинга параметров, контроля оборудования, охраны, управления и учёта ресурсов на удалённых объектах, связанных с центром сетью Ethernet.

 

Устройство мониторинга объектов УСИ-4х4 работает в системах сбора данных по внутреннему протоколу АПК «ЦЕНСОР» с бесплатным штатным ПО «CENSOR-Monitoring». А также в системах мониторинга и управления по протоколу SNMP с любыми SNMP-менеджерами. Таким образом, устройство контроля объектов УСИ-4х4 может применяться как в собственных, так и во многих сторонних системах контроля и управления. 

 

«Внедорожная» формула «4х4» характеризует главную особенность объектового контроллера УСИ-4х4: четыре универсальных порта входа/выхода общего назначения, конфигурируемых Пользователем под свои задачи.

 

Техническое оснащение устройства УСИ-4х4:
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	4 универсальных порта общего назначения, конфигурируемых как вход или выход в режимах: 

- сухой контакт: контроль охранных и пожарных датчиков, реле контроля фаз и др., 

- счетчик импульсов: сбор данных с импульсных выходов приборов учёта, 

- цифровой вход: контроль датчиков температуры, считывателей ключей Touch Memory и др., 

- аналоговый вход: контроль датчиков с выходом по напряжению, контроль напряжения, 

- выход управление: подключение управляемой розетки, restart / reset оборудования
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	Последовательный порт с одним из физических интерфейсов RS-232 / RS-485 / CAN, работающий в режиме сквозного канала, решает задачи:: 

- учёт электроэнергии: снятие показаний счётчиков электроэнергии с интерфейсных выходов, 

- сквозной канал, конвертор (преобразователь) интерфейсов RS-232/RS-485/CAN в Ethernet, двусторонний обмен данными, удалённый COM-порт, удлинитель COM-порта, 

- мониторинг и управление ИБП по протоколу Megatec, в т.ч. через SNMP
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	Порт Ethernet: связь с центром по протоколу TCP/IP
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	Web-интерфейс, удалённая настройка, управление, перепрошивка
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	Функция restart при отсутствии ping: пингование внешних IP-адресов, перезапуск оборудования через управляемую розетку, либо по SNMP, при отсутствии ответа на запрос
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	Поддержка протокола SNMP: работа в системах мониторинга под управлением SNMP manager
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	Поддержка протокола АПК «ЦЕНСОР»: работа со штатным ПО «CENSOR-Monitoring»
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	Питание: - 5В через внешний блок питания ~220В\5В, -12В через внешний БП ~220В\12В (применяется в случае необходимости наличия 12В для питания внешних датчиков)
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	Выход питания внешних устройств =5В, 100мА или 12В, 80мА (в зависимости от входного питания)
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	Аппаратный сброс настроек
Подключение к портам входа\выхода при помощи обжимных коннекторов через разъемы типа 8Р8С

 


 

Функциональная схема  устройства УСИ-4х4: мониторинг шкафа FTTB
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Устройство УСИ-4х4 выгодно отличается от аналогов:
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	оптимальный набор базовых функций и широкий набор дополнительных опций,
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	поддержка открытого протокола SNMP,
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	универсальные порты, гибко конфигурируемые под различные задачи,
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	облегчённый конструктив и малые габариты,
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	профессиональное штатное ПО «CENSOR-Monitoring», поставляемое бесплатно,
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	рекордно низкая стоимость для устройств мониторинга такого класса!


 

 

Сферы и варианты применения устройства УСИ-4х4
 

Благодаря своим преимуществам, устройство мониторинга объектов УСИ-4х4 может применяться в системах удалённого контроля и управления, мониторинга и безопасности, диспетчеризации и учёта ресурсов в самых разных отраслях: 
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	Телекоммуникации и связь: удалённый мониторинг объектов, контроль контейнеров, шкафов ШПД FTTB, контроль стоек, мониторинг ЦОД и серверных, мониторинг ИБП и телекоммуникационного оборудования, SNMP мониторинг, удалённое управление и перезапуск оборудования, контроль электропитания и микроклимата, охрана объектов и др.
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	Электроэнергетика: учёт ресурсов, сбор информации с объектов, системы АСКУЭ и АСТУЭ;
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	Банковский сектор: мониторинг и охрана банкоматов и терминалов, офисов и отделений;
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	Коммерческая сфера: мониторинг торговых автоматов, автоматизация торговых центров;
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	Промышленная автоматизация: диспетчеризация предприятий, системы контроля и управления;
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	Инженерные системы зданий: «умный дом», «интеллектуальное здание»;
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	Услуги населению и ЖКХ: автоматизация работы ТСЖ и управляющих компаний;
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	Системы безопасности: охранно-пожарные системы, системы контроля и управление доступом;
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	Наука и образование: ВУЗы, школы, учебные классы и лаборатории;
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	Системы типа «безопасный город», системы оповещения населения и др.


 

Мониторинг активных шкафов ШПД (FTTВ) 
Подсистема МАЯК-FTTx
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Подсистема предназначена для мониторинга и охраны активных шкафов оптических сетей ШПД. МАЯК-FTTx обеспечивает совместимость с существующими у операторов связи системами мониторинга, в том числе других производителей.

 

Новое объектовое устройство УСИ-8F «МАЯК» (F – Fiber – англ. волокно) предназначено для сбора, временного хранения и передачи в центр по сетям Ethernet с протоколами TCP/IP и SNMP дискретной информации с малогабаритных телекоммуникационных шкафов FTTx. 


       Характеристики УСИ-8F:
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	Питание: от сетевого блока питания ~220В/5В либо ~220В/=12В с выходом 12В для питания внешних устройств (активных извещателей, датчиков).
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	Канал связи: Ethernet (гнездо RJ-45), протоколы: TCP/IP и SNMP, «сквозной канал» RS-485/RS-232-Ethernet для подключения внешних устройств (источника бесперебойного питания, счётчика, фоторегистратора).
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	Входы: 8 универсальных входов общего назначения для подключения дискретных датчиков типа «Сухой контакт», охранных извещателей, релейных выходов, концевых выключателей, любых точек контроля, не связанных гальванически с «землёй», а также датчика температуры.
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	Функции безопасности: контроль доступа с авторизацией (опциональный встроенный либо внешний считыватель ключей), охранная и охранно-пожарная сигнализация (с подключением внешних датчиков и извещателей всех типов).
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	Климатический контроль: подключаемые датчики температуры (TDS), влажности (THS) и затопления (ЧЭ).
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	Контроль питания: наличие/пропадание фазы силового энерговвода ~220В (с помощью подключаемых модулей RL-220.1).
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	Учёт электроэнергии: сбор показаний с приборов учёта с импульсным (штатно) и интерфейсным (опционально) выходом.
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	Наладка и программирование: локально или удалённо по сети Ethernet через встроенный web-интерфейс.
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	Программное обеспечение: стыкуется с ПО любых систем мониторинга и управления на базе протокола SNMP, поддерживает стандартное ПО CENSOR-Monitoring.
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	Управление внешним оборудованием: штатный выход для управления подключаемыми реле, контакторами и пускателями (включение/выключение, перезапуск активного оборудования).

	 
	 

	 
	


При монтаже устройство требует минимума операций, легко крепится на стенку шкафа или конструктив с помощью фланцев, обладает удобными клеммами для подключения проводов.

Устройство имеет богатый функционал, эргономичную конструкцию, интуитивно понятный интефейс для настройки, а также является простым в монтаже и удобным в эксплуатации. Ещё одним немаловажным преимуществом устройства перед аналогами является невысокая стоимость при весьма высоком уровне надёжности и функциональности.

 

Для комплексного шкафного решения выбирайте УСИ-8F – подсистему МАЯК-FTTx!
 Активная безопасность «пассивных» шкафов FTTH (PON).
 

Основная особенность сетей ШПД с технологией PON в том, что между центральным узлом и удаленными абонентскими узлами создается полностью пассивная оптическая сеть, имеющая топологию дерева. В промежуточных узлах дерева располагаются пассивные оптические разветвители (сплиттеры), не требующие питания и обслуживания. Сплиттеры, как правило, размещаются в антивандальных шкафах, которые не представляют интереса для злоумышленников в качестве предмета хищения и наживы. Однако, будучи установленными в подъездах многоквартирных домов, они нередко подвергаются актам вандализма, совершаемым без определённой цели «неблагонадёжным контингентом». Случаются и акты умышленного причинения вреда такому имуществу со стороны недобросовестных конкурентов оператора. Следовательно, вопрос обеспечения безопасности и защиты «пассивных» шкафов стоит не менее остро, чем тот же вопрос в отношении шкафов с активным оборудованием.

 

Вместе с тем, шкаф FTTH не имеет ни электропитания, ни физического порта Ethernet для связи оборудования с центром – на то он и «пассивный». Обеспечение питания тянет за собой прокладку кабеля, установку источника бесперебойного питания, счётчика электроэнергии и т.д. Создание порта Ethernet из оптического окончания, по сути предназначенного для получения доходов от абонентов, - экономически крайне неэффективно. Не говоря уж о том, что при всех таких организационно-технических мероприятиях система охраны потребует для себя отдельного антивандального шкафа, который по стоимости может превзойти все охраняемые шкафы. Следовательно, принцип охраны с установкой в каждый шкаф самостоятельного устройства мониторинга, требующего питания и канала связи, здесь не подходит. Да это и нецелесообразно, ведь в таком шкафу и контролировать особо нечего – только вскрытие. Так что же, задача не имеет решения? Как оказалось, решение есть, и очень удачное! Причём для операторов ОАО «Связьинвест» и альтернативных операторов, имеющих собственные традиционные сети фиксированной связи, оно выглядит особенно изящно! А предложили его сами Заказчики – Пользователи АПК «ЦЕНСОР», которым мы как всегда признательны за творческую мысль и инициативу!

 

Просто и PONятно
Реализовать охрану шкафов FTTH (PON) средствами АПК «ЦЕНСОР» можно с помощью существующего оборудования, выпускаемого и поставляемого Заказчикам уже сегодня – на базе уникальной системы охраны колодцев «СОКОЛ» собственной разработки и производства ЗАО НПЦ «Компьютерные Технологии».

 

Напомним, «СОКОЛ» - это профессиональное российское решение по охране кабельной канализации на базе адресно-параллельного метода контроля датчиков. Система успешно выдержала годовой цикл испытаний на реальных объектах Пермского ТУЭС ПФЭ ОАО «Уралсвязьинформ». Уникальность системы «СОКОЛ» в том, что она позволяет адресным способом контролировать 60 датчиков вскрытия на одной двухпроводной линии длиной 20 км с любым количеством ответвлений (параллельных включений) и любой топологией (звезда, дерево, кольцо, смешанная, линейная). Система выгодно отличается от аналогов высочайшей надёжностью, подтверждённой в ходе эксплуатации, удобством монтажа и обслуживания, наличием защиты от обрывов и КЗ, а также экономичностью.

 

Аппаратно система состоит из объектовых устройств (как правило, это блоки охраны кабелей и колодцев связи БОКС с установленными в них модулями контроля адресных датчиков МКАД), устанавливаемых на АТС в помещениях кросса, и адресных датчиков вскрытия (ДАК), устанавливаемых по периферии, например, в колодцах. Есть также блоки изоляции (БИ), обеспечивающие защиту шлейфов от КЗ. Датчики вскрытия ДАК являются активными, т.е. имеют встроенный микропроцессор и определённый алгоритм работы, а также неполярными с точки зрения подключения к шлейфу. Причём при подключении адрес им присваивается автоматически – не нужно ничего программировать. Адресные датчики работают независимо друг от друга, т.е. при срабатывании одного все остальные остаются под охраной. Кроме того, благодаря возможности организации топологии «звезда» в подсистеме «СОКОЛ» шлейф можно защитить от обрыва: при обрыве в одном месте все датчики остаются под охраной, при обрыве в двух и более местах из под контроля выйдет только отключившийся сегмент. С использованием поставляемых дополнительно блоков изоляции БИ можно защитить шлейф и от короткого замыкания: при КЗ система автоматически отключит повреждённый участок шлейфа, а все остальные датчики будут контролироваться.

 

Таким образом, «СОКОЛ» является просто идеальным средством охраны таких небольших и сгруппированных объектов, как шкафы. А если изучить вопрос поглубже, то ещё и единственно возможным с точки зрения современной техники и логики.

 

Действительно, чем, в сущности, отличается охрана колодцев на кабельной трассе от охраны «пассивных» шкафов в подъездах жилых домов? По большому счёту ничем, с той лишь оговоркой, что охранять шкафы в подъездах, пожалуй, даже проще, чем охранять ККС. Следовательно, и дешевле. Это обусловлено и меньшим расходом провода, и отсутствием необходимости герметизации, и простотой монтажа и наладки системы.

 

Единственный вопрос – как увязать между собой датчики, пусть даже включенные в общий шлейф внутри жилого дома, с блоком контроля, установленным на АТС, которая может находиться за несколько километров? Вот тут-то и становится понятно, почему именно операторам «Связьинвеста» и другим операторам с традиционными сетями такое решение походит больше всего. У таких операторов, как правило, имеется внушительный объём монтированной ёмкости абонентских линий проводной фиксированной связи – медных пар, идущих от станции через распределительные шкафы и коробки прямо в квартиры абонентов. Среди этих пар в большинстве случаев и раньше удавалось найти свободные, а в последние годы, когда наблюдается переход абонентов от фиксированной на другие виды связи, этот ресурс еще больше высвобождается. Словом, проблем с выделением свободных медных пар в абонентских кабелях от АТС до жилых домов, практически нет. Вот как раз такую пару и можно использовать для организации шлейфа охраны шкафов в жилом доме. Достаточно прямо в распределительной коробке КРТП подать эту пару на шлейф сигнализации, а на станции с кросса завести её на блок контроля и всё, система готова!

 




 

Получается, что вместо активного охранного оборудования для контроля вскрытия в шкафах PON используются адресные датчики ДАК подсистемы «СОКОЛ», работающие по двухпроводному шлейфу. По шлейфу осуществляется и передача сигналов от датчиков, и одновременно их питание. Герметизация датчиков не требуется, достаточно электроизоляции сращиваемых концов провода. Сами датчики изготовлены таким образом, что не требуют каких-либо сложных операций на этапе монтажа и подключения. Шлейф внутри здания прокладывается однопарным медным проводом, например, КСПВ 2х0,5 или ПРППМ 2х0,9, а то и обычной телефонной «лапшой». Провода могут быть проложены по внутренним коммуникациям здания в удобных для этого местах (в шахтах, стояках, кабель-каналах, подвесных потолках и пр.), а также наружным способом. Не исключено, что как раз «лапша» будет наиболее удобным для этого проводом. А что? Провод крепкий, прибивается на обычные гвозди, имеет подходящие характеристики и сечение, а главное – минимальную цену. Да и в наличии у операторов такой провод есть практически всегда.

В распредкоробке КРТП шлейф подключается к выделенной паре, а та, в свою очередь, к аппаратуре БОКС, установленной на АТС.

 

Возможности блока БОКС по реализации функций подсистемы «СОКОЛ» позволяют контролировать по 60 адресных датчиков на одном двухпроводном шлейфе длиной до 20 км с любым количеством ответвлений и различными топологиями (кольцо, звезда, дерево, линейная, смешанная). Таких шлейфов, в зависимости от комплектации БОКС, может быть от 1 до 4 на одном блоке. Т.е. до 60, 120, 180, 240 адресных точек контроля на одном приборе. Прибор полноценен и в части функций передачи данных, ведь на борту БОКСа имеется штатный порт Ethernet с протоколом TCP/IP, который можно включить в мультисервисную сеть оператора для передачи данных на Сервер и рабочие места.

 

Получаем адресно-параллельную систему охраны шкафов PON, работающую по одному двухпроводному шлейфу на расстояниях от АТС до шкафа 20 км, имеющую защиту от КЗ и обрывов. Притом система удовлетворяет самым жестким современным критериям и требованиям, предъявляемым операторами к поставщикам:

- решение является высокоэффективным: вместо отказа от охраны и экономии «на спичках» (с часто встречающейся позиции в духе «сначала посмотрим, и если будет вандализм, то тогда и будем защищать») оператору теперь проще и выгоднее при минимальных единовременных затратах изначально включить в комплектацию шкафов соответствующие датчики, получив готовое решение со штатной сигнализацией, а не отрывать потом в ходе эксплуатации своих специалистов от основной работы для установки нештатных средств защиты.

- решение является простым в монтаже и неприхотливым в обслуживании: максимум технологических операций выполняется на этапе изготовления датчиков и шкафов, а Пользователь может без труда собрать готовую систему с помощью простейших инструментов и материалов, как радиоконструктор, а в дальнейшем так же легко обслуживать её.

- решение является недорогим: наличие охранной системы и датчиков существенно не влияет на стоимость шкафа, которую операторы и производители стремятся снизить до минимума ввиду высокой конкуренции на рынке услуг ШПД, кроме того, по-максимуму используются существующие ресурсы оператора связи – медные провода, получающие «вторую жизнь», таким образом, исключаются любые дополнительные расходы.

 

Если взять усреднённые цифры, то стоимость системы в расчёте на один охраняемый шкаф PON лежит в пределах 1000 руб., что в два-три раза экономичнее самого простого решения по охране активных шкафов FTTB. И это не может не радовать, ведь ценовая доступность всех составляющих при строительстве сетей PON – это главный экономический фактор конкурентоспособности услуг ШПД и успеха оператора на рынке.

КРАБ - уникальная технология охраны медных абонентских кабелей в сетях ШПД FTTx
 

Технология FTTx при построении сетей широкополосного доступа (ШПД) так же распространена, как распространены массовые хищения медножильных кабелей в подъездах жилых домов. Массовые вырезки медных кабелей наносят не только материальный ущерб, связанный с восстановительными работами, простоем сети, непредоставленным трафиком, но и ущерб репутации, имиджу, престижу оператора. А чем хочет и должен заниматься хороший оператор связи? Проводя вольную аналогию со спортом, где надо «быстрее, выше, сильнее», оператор хочет заниматься развитием и повышением качества услуг, увеличением клиентской базы. Тем не менее, ему приходится тратить силы, время и деньги на «лечение травм» – на восстановление повреждений.

 

ЗАО НПЦ «Компьютерные Технологии» – первый в России разработчик специализированных систем для мониторинга и безопасности сетей связи – всегда был в авангарде производителей оборудования для защиты кабельного хозяйства и ЛКС. Мы предложили и запатентовали технологии охраны магистральных и распределительных кабелей с определением места обрыва по свободным и занятым абонентским парам в составе выпускаемого нами АПК «ЦЕНСОР» – первого профессионального российского решения для комплексного контроля и охраны кабелей связи и ЛКС.

 

Вновь и вновь заботясь об интересах своих Клиентов – операторов связи и услуг ШПД, подтверждая статус пионера в своей области, мы разработали инновационную и уникальную технологию «КРАБ» для контроля распределительных абонентских кабелей в сетях ШПД FTTx.
 

Особенностью сетей ШПД FTTx является наличие шкафов с оборудованием, устанавливаемых внутри или вблизи жилых домов и офисных зданий. Со стороны оператора в шкаф заходит волоконно-оптический кабель, а от шкафа до абонентов идут медножильные кабели. Часто устанавливается один шкаф на весь дом или на несколько подъездов, поэтому межподъездные и межэтажные соединения прокладываются многопарным кабелем большой ёмкости, который на промежуточных пассивных коммутаторах (кроссах), установленных в подъездах, распределяется на четырёхпарные Ethernet-кабели типа «витая пара» (UTP cat.5e 4x2x0.53 или аналогичный). 
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Схема охраны распределительных абонентских кабелей в сетях ШПД FTTx на базе новейшего оборудования «КРАБ» в составе АПК «ЦЕНСОР»

 

 

Новая разработка ЗАО НПЦ «Компьютерные Технологии» направлена на охрану медных распределительных абонентских кабелей типа «витая пара» в сетях ШПД FTTx со скоростью абонентского доступа 100 Мбит/с либо 1 Гбит/с.
 

Подсистема «КРАБ» состоит из (на рисунке выделено зелёным): специальной патч-панели, устанавливаемой в шкафу FTTx, модуля согласования, выполненного в виде сетевой розетки и устанавливаемого у абонента, и устройства сбора информации УСИ АПК «ЦЕНСОР». В данном случае это УСИ-8F «МАЯК», предназначенное как раз для мониторинга и охраны шкафов ШПД.

 

Таким образом, подсистема «КРАБ» подходит как новым Клиентам, планирующим закупку УСИ-8F, так и всем Клиентам, уже использующим эти устройства на своих сетях. Вообще, технологию «КРАБ» поддерживают все устройства выпускаемой нами линейки. 

 

Для охраны абонентских кабелей УСИ-8F должно иметь необходимое количество свободных входов общего назначения (по количеству охраняемых кабелей). Всего их 8 на каждом УСИ, поэтому даже при подключении дверного геркона и датчика температуры остаётся еще 6 входов, которые можно использовать для охраны линий связи. При этом надо понимать, что не нужно охранять каждую абонентскую линию, а необходимо охранять хотя бы одну такую линию в каждом межподъездном многопарном кабеле, который чаще всего и становится предметом хищения. Тогда по приблизительным расчетам получаем решение по охране кабелей в 6-8 подъездах жилого дома одним устройством УСИ-8F, что весьма экономично и по стоимости, и по трудозатратам. 

 

Входы УСИ подключаются к патч-панели согласно схеме, прилагающейся к оборудованию. К этой же патч-панели подключается и охраняемый кабель. Уникальность технологии ещё и в том, что для охраны используется именно занятая абонентская линия, и это позволяет экономить линии связи.

 

Абонент и его оборудование такого подключения никак не ощущают. Контроль линии ведётся без вмешательства в процесс передачи данных, и только на физическом уровне, а аппаратура контроля является полностью «прозрачной» для сквозного прохождения трафика. Для этого применяется специально разработанная в ЗАО НПЦ «Компьютерные Технологии» уникальная схема включения, интегрированная в патч-панель и модуль согласования.

 

Модуль согласования «КРАБ», выполненный в виде обычной сетевой розетки, устанавливается на конце охраняемого участка кабеля непосредственно в квартире или офисе абонента. К нему подключается сетевой кабель от абонентского оборудования. При этом «продвинутая» схема подключения «КРАБ» позволяет охранять кабель даже когда абонентское оборудование отключено от сети, т.е. удалённый порт не подключен.

 

При обрыве кабеля на участке от патч-панели до модуля согласования УСИ выдаст соответствующий сигнал в систему, и этот сигнал будет немедленно передан диспетчеру. 

 

Таким образом, у оператора появляется эффективное и бюджетное решение по предотвращению массовых хищений кабелей связи в подъездах жилых домов, а значит и убытков, с этим связанных. 

 

Стоит ли говорить, насколько важным показателем при реализации проектов по FTTx является их прибыльность и экономическая эффективность. Эти показатели могут быть поставлены под угрозу, случись вырезка кабеля, которая потребует от оператора дополнительных затрат на его восстановление. Теперь есть реальное средство для исключения этих рисков и повышения рентабельности проектов по строительству сетей ШПД – это подсистема «КРАБ» аппаратно-программного комплекса «ЦЕНСОР». 

 

В своих разработках в области охраны сетей ШПД мы вновь пошли дальше других и одержали значимую победу, и благодаря этому Пользователи оборудования ЗАО НПЦ «Компьютерные Технологии» получают за свои деньги больше возможностей, чем Клиенты других производителей.

 

Начало поставок оборудования «КРАБ» намечено на 2 квартал 2011 года. Стоимость оборудования уточняйте у специалистов Компании по телефону (342) 241-18-28 или e-mail: komtex@perm.ru. Технология «КРАБ» защищена законодательством РФ в области авторского права и интеллектуальной собственности в режиме «ноу-хау». 
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